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CONTRACT NAME: AGREEMENT BETWEEN MCGRAW HILL EDUCATION AND DAVIS 
JOINT UNIFIED SCHOOL DISTRICT 
 
BRIEF DESCRIPTION OF CONTRACT:  This software licensing agreement will provide thirty (30) 
ALEKS (Assessment and Learning in Knowledge Spaces) licenses for use in a before school math 
intervention program for fourth, fifth and sixth graders at César Chávez Elementary School.  
ALEKS is an individually paced assessment, instruction and re-evaluation tutoring program.  
Teachers will support and monitor student progress with reports from the system.  
 
FISCAL IMPACT:  The cost is included in the approved budget.  
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obtained or u p o n  LEA's wri t t en  r e q u e s t  transfer said data to LEA or LEA's 
designee, according to a schedule and procedure as the parties may reasonably agree. 
Nothing in the Service Agreement authorizes Provider to maintain personally identifiable 
data beyond the time period reasonably needed to complete the disposition. 

c. Security Protocols. Both parties agree to maintain security protocols that meet industry
best practices in the transfer or transmission of any data, including ensuring that data may
only be viewed or accessed by parties legally allowed to do so. Provider shall maintain
all data obtained or generated pursuant to the Service Agreement in a secure computer
environment and not copy, reproduce, or transmit data obtained pursuant to the Service
Agreement, except as necessary to fulfill the purpose of data requests by LEA.

d. Employee Training. The Provider shall provide periodic security training to those of its
employees who operate or have access to the system. Further, Provider shall provide
LEA with contact information of an employee who LEA may contact if there are any
security concerns or questions.

·e. Security Technology. When the service is accessed using a supported web browser,
Secure Socket Layer ("SSL"), or equivalent technology protects information, using both 
server authentication and data encryption to help ensure that data are safe secure only to 
authorized users. Provider shall host data pursuant to the Service Agreement in an 
environment using a firewall that is periodically updated according to industry standards. 

f. Security Coordinator. Provider shall provide the name and contact information of
Provider's Security Coordinator for the Student Data received pursuant to the Service
Agreement

g. Subprocessors Bound. Provider shall enter into written agreements whereby
Subprocessors agree to secure and protect Student Data in a manner consistent with the
terms of this Article V. Provider shall periodically conduct or review compliance
monitoring and assessments of Subprocessors to detennine their compliance with this
Article.

2. Data Breach. In the event that Personally Identifiable Information is accessed or obtained
by an unauthorized individual, Provider shall provide notification to LEA within a reasonable
amount of time of the incident. Provider shall follow the following process:

a. The security breach notification shall be written in plain language, shall be titled "Notice
of Data Breach," and shall present the information describ�d herein under the following
headings: "What Happened," "What Information Was Involved," "What We Are Doing,"
"What You Can Do," and "For More Information. 11 Additional infonnation may be
provided as a supplement to the notice.

b. The security breach notification described above in section 2(a) shall include, at a
minimum, the following infonnation:
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i. The name and contact infonnation of the reporting LEA subject to this section.

ii. A list of the types of personal information that were or are reasonably believed to
have been the subject of a breach.
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WITHOUT REGARD TO CONFLICTS OF LAW PRINCIPLES. EACH PARTY CONSENTS
AND SUBMITS TO THE SOLE AND EXCLUSIVE JURISDICTION TO THE STATE AND
FEDERAL COURTS LOCATED IN! San Mateo I COUNTY, CALIFORNIA
FOR ANY DISPUTE ARISING OUT OF OR RELATING TO THIS SERVICE AGREEMENT
OR THE TRANSACTIONS CONTEMPLATED HEREBY.

[Signature Page Follows} 
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IN WITNESS WHEREOF, the parties have executed this California Student Data Privacy Agreement 
as of the last day noted below. 

Printed Name: 1-+/�s "Bt,<__,,r-b e-v

jMcGraw-Hill School Education LLC

Printed Name: ... ls_r_ia_n_J_o_n_ia_k _____ -i 

Date:109/20/2018 
I A-s!>, ".1;-fd---1-.....;.f­

Title/Position: ...S-v-p e..r,·,.._ r�d-en +

DatJQ9/2Q/2Q 18 

. Sr. Director Finance/Controller Title/Pos1tion:.__ _________ ..... 

Note: Electronic signature not permitted. 
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EXHIBIT "A" 

DESCRIPTION OF SERVICES 

McGraw-Hill Education digital instructional materials using ConnectED 
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Category or Data Elements 

Application 
1P Add rcsscs of users, Use of 

Technology Mela 
cookies etc. 

Data Other application technology 
meta data-Please soecify: 

Application Use Meta data on user interaction 
Statistics with application 

Standardized test scores 
Obscivation data 

Assessment 
Other assessment data-Please 
specify: 

Student school ( daily) 
Attendance aucndancc data 

Student class attendance data 

Online communications that 
Communications are captured (emails. blog 

entries) 

Conduct Conduct or behavioral data 

Date of Birth 
Place ofBirth 
Gender 
Ethnicity or race 

Demographics Language information 
(native, preferred or primary 
language spoken by student) 
OU1er demographic 
information-Please specily: 
Student school enrollment 
Student grade level 
Homeroom 
Guidance counselor 

Enrollment Specific curriculum nroararns 
Year of graduation 
Other enrollment 
information-Please specify: 

Address 
Parent/Guardian Email Contact Information Phone 

Pon:nt/Guordian ID 
Parent ID number (created to 
link parents to students) 

Parent/Guardian Nome First and/or Last 

EXHIBIT "B" 

SCHEDULE OF DATA 

Cheek If used 
by your Category of Data 
system 

[ll 
l Schedule 

□ 
-

n 

Ill 
Special Indicator 

r7 

□ 
Category of Data 

Student Contact 
lnforrnntion 

□ 
Student Identifiers 

□ 
,/ 

Student Name 

- Student In App 
Performance 

□ 
Student Program 
Membership 

Student Survey 
Resnonscs 

□ Student work 

I I 
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Check if used 
Elements by your 

system 

Student scheduled courses I 

Teacher names I ,/ 

English language learner 
information 
Low income stutus D 
Medical alerts 
Student disability information 
Specialized education 
services (IEP or 504) 
Living situations 

□ (homel ess/fostcr care) 
Other indicator information-

□ Please S""-"ify: 

Check if u,ed 
Elements by your 

sysrcnt 

Address 
Email r 
Phone CJ 

Local (School district) ID 
□ number 

Sllltc ID number 
Vendor/App assigned student 
ID number 
Studcntann usemame I ./ l 
Student •nn oasswords [ZJ 

First and/or Last I✓ I 

Program/application 
performance (typing 

□ program-student types 60 
wpm, reading program• 
student reads below grade 
level) 

Academic or extracurricular 

□ activities a student mny 
belon" to or participate in 

Student responses to suivcys 
□ or nucstionnnircs 

Student generated content; I✓ writin•. oicturcs etc. 





EXHIBIT "C" 
DEFINITIONS 

AB 1584, Buchanan: The statutory designation for what is now California Education Code§ 49073.1, 
relating to pupil records. 

De-Identifiable Information (D11): De-Identification refers to the process by which the Vendor 
removes or obscures any Personally Identifiable Information ("PU") from student records in a way that 
removes or minimizes the risk of disclosure of the identity of the individual and information about them.

Aggregated de-identified information and metadata is owned by Provider and is used by the Provider for 
the following purposes: to improve educational products for adaptive learning purposes and for 
customizing student learning; to demonstrate the effectiveness of the Provider's products in the 
marketing of those products; or for the development and improvement of educational sites, services, or 
applications. 

NIST 800-63-3: Draft National Institute of Standards and Technology ("NIST") Special Publication 
800-63-3 Digital Authentication Guideline.

Operator: For the purposes of SB 1177, SOPIPA, the term "operator" means the operator of an 
Internet Website, online service, online application, or mobile application with actual knowledge that the 
site, service, or application is used primarily for K-12 school purposes and was designed and marketed 
for K-12 school purposes. For the purpose of the Service Agreement, the term "Operator" is replaced 
by the term "Provider." This tenn shall encompass the term "Third Party," as it is found in AB 1584. 

PersonaUy Identifiable Information (PU): The terms "Personally Identifiable Information" or "PII" 
is any information that either on its own or in combination can identify an individual. PII may include, 
but is not limited to, student data, metadata, and user or pupil-generated content obtained by reason of 
the use of Provider's software, website, service, or app, including mobile apps, whether gathered by 
Provider or provided by LEA or its users, students, or students' parents/guardians. Pll shall not 
constitute that information that has been anonymized or de-identified, or anonymous usage data 
regarding a student's use of Provider's services. PU may include the following: 

Home Address 
Email Address 
Test Results 

First and Last Name 
Telephone Number 
Discipline Records 
Special Education Data 
Grades 

Juvenile Dependency Records 
Evaluations 
Medical Records Criminal Records 

Health Records 
Biometric Infonnation 

Social Security Number 
Disabilities 

Socioeconomic Information Food Purchases 
Political Affiliations Religious Information 
Text Messages Documents 
Student Identifiers Search Activity 
Photos Voice Recordings 
Videos 
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General Categories: 

Indirect Identifiers: Any information that, either alone or in aggregate, would allow a reasonable person 
to be able to identify a student to a reasonable certainty 

Information in the Student's Educational Record 
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analytics, storage, or other service to operate and/or improve its software, and who has access to PIT. 
This tenn shall also include in it meaning the tenn "Service Provider," as i t  is found in SOP IP A. 

Targeted Advertising: Targeted advertising means presenting an advertisement to a student where the 
selection of the advertisement is based on student infonnation, student records or student generated 
content or inferred over time from the usage of the Provider's website, online service or mobile 
application by such student or the retention of such student's online activities or requests over time. 

Third Party: The term "Third Party" as appears in California Education Code § 49073.1 (AB 1584, 
Buchanan) means a provider of digital educational software or services, including cloud-based services, 
for the digital storage, management, and retrieval of pupil records. However, for the purpose of this 
Agreement, the term ''Third Party'' when used to indicate the provider of digital educational software or 
services is replaced by the term "Provider." 

{00037486 I } 15 





EXHIBIT "E" 

GENERAL OFFER OF PRIVACY TERMS 

1. Offer of Terms

Provider offers the same rotections found in this DPA between it andlSan Carlos School Dist�and which is date 9/20/2018 o any other LEA ("Subscribing LEA") to anywho accepts thisGeneral Offer though its signarure below. This General Offer shall extend only to privacy protections and Provider's signature shall not necessarily bind Provider to other terms, such as price, term, or schedule of services, or to any other provision not addressed in this DPA. The Provider and the other LEA may also agree to change the data provided by LEA to the Provider to suit the unique needs of the LEA. The Provider may withdraw the General Offer in the event of: (1) a material change in the applicable privacy statutes; (2) a material change in the services and products listed in the Originating Service Agreement; or three (3) years after the date of Provider's signature to this Form. Provider shall notify the California Student Privacy Alliance in the event of any withdrawal so that this information may be transmitted to the Alliance's users. 
!McGraw-Hill School Education LLC

Printed Name: !Brian Janiak

2. Subscribing LEA

Date:19/20/2018 

Sr. Director Finance/Controller Title/Position: . ...___________. 

A Subscribing LEA, by signing a separate Service Agreement with Provider, and by its signature below, accepts the General Offer of Privacy Terms. The Subscribing LEA and the Provider shall therefore be bound by the same terms of this DPA. 

Printed Name:._! ___________ __, 
17 

Date:�' __________ _ 
Title/Positioj'I., _________ ___. 
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 CLOSE

K-12 Terms of Service Agreement

THESE TERMS OF SERVICE, together with the Terms of Use and the Privacy Notice, form a legal
agreement (the "Agreement") between McGraw-Hill School Education Holdings, LLC ("MHE") with
offices at 2 Penn Plaza, New York, New York and the educational institution ("You" or the "Subscriber")
identified on the online registration page for the Services (the "Registration Page"). This Agreement
governs Your use of the Solution (as defined below).

BY CLICKING THE "I ACCEPT" BUTTON DISPLAYED AS PART OF THE REGISTRATION
PROCESS FOR THE SOLUTION, YOU AFFIRM THAT YOU ARE AT LEAST 18 YEARS OF AGE,
THAT YOU AGREE TO THESE TERMS SERVICE, THE TERMS OF USE, AND PRIVACY NOTICE
AND YOU WILL COMPLY WITH SUCH TERMS IN CONNECTION WITH YOUR USE OF THE
SOLUTION. YOU AGREE THAT (i) YOU ARE AN EMPLOYEE, DIRECTOR, OR AGENT OF THE
SUBSCRIBER; (ii) YOU HAVE CONFIRMED THAT SUBSCRIBER HAS AGREED TO BE BOUND
TO THESE TERMS OF SERVICE, THE TERMS OF USE, AND PRIVACY NOTICE; AND (iii) THE
SUBSCRIBER HAS AUTHORIZED YOU TO USE THE SOLUTION ON ITS BEHALF.

1. THE SOLUTION. MHE has developed a web-based solution that enables users to access certain
online products and services offered by MHE (the "Solution") through our website (the
"Website"). MHE hereby grants Subscriber a non-exclusive, non-transferable right to access and
use the Solution, and allow its End Users to access and use the Solution, through the Website,
solely for educational purposes (the "License").

2. USER NAMES AND ACCESS CODES. MHE shall provide an individualized user name and
access code to initiate access to the Solution by Subscriber's designated administrator(s)
identified on the Registration Page or designated by Subscriber in writing (the "Subscriber
Administrator(s)"). The Subscriber Administrator(s) shall create an individualized user name for
each administrator, faculty member, and student enrolled by the Subscriber (each a designated
"End User"). MHE or its third party service provider shall provide Subscriber with an access code
for the End Users to access the Solution (the "Access Code"). Subscriber shall be solely
responsible for keeping an accurate record of the Access Code and user name assigned to each
End User.

3. END USER ACCESS TO MHE CONTENT. The Solution enables Subscriber and its End Users
access to certain online educational products and services (the "Services") and related content
and information (together with the Services, the "MHE Content"). All use of the MHE Content is
subject to the additional terms agreed to by the parties in connection with such MHE Content,
including, without limitation, any prohibitions on distribution of the MHE Content to students or
third parties. Subscriber is responsible for its End Users' use of the Solution and the MHE
Content. Subscriber will be required to register End Users that are students of Subscriber
("Students") with MHE in order to obtain access codes for the additional Services (the "Service
Access Code"), and Students may then access the Solution and the MHE Content by entering
their user name and the applicable Service Access Code. End Users other than Students will be
required to enter their user name and Access Code to access the Solution and the MHE Content
as well as agree to the Terms of Use located at: https://www.mheducation.com/terms-use.

4. ADDITIONAL SERVICES. MHE may enhance and/or expand the features of the Solution from
time to time at no additional cost to Subscriber, or may provide additional content, performance
or features that may, but are not required to, be added by Subscriber at additional cost to

https://www.aleks.com/
https://www.aleks.com/
https://www.mheducation.com/terms-use
https://www.mheonline.com/pages/display/privacynotice_view
https://www.mheducation.com/terms-use
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Subscriber. Subscriber may request MHE to integrate the Solution with Subscriber's learning
management system ("LMS") to enable End Users to access the Solution through a single sign
on process ("SSO"). Any Professional Services to be provided by MHE to Subscriber in
connection with the Solution shall be set forth in a separate Professional Services Agreement
between MHE and Subscriber.

5. APPLICABLE LAW. Subscriber is familiar with and agrees to be responsible for compliance with
the Children's Online Privacy Protection Act of 1998 ("COPPA"), the Family Educational Rights
and Privacy Act and the US Department of Education's implementing regulations at 34 CFR Part
99 (collectively, "FERPA"); and all other laws rules or regulations concerning the collection, use,
and disclosure of Personal Information about End Users accessing the Services that are the
subject of this Agreement (collectively, "Applicable Law"). "Personal Information" means any and
all information that could, individually or when combined with other information, identify an
individual.

6. SUBSCRIBER INFORMATION. All information concerning Subscriber, and Personal Information
concerning End Users (collectively, "Subscriber Information") shall belong to the Subscriber.
Subscriber assumes sole responsibility for: (a) providing notice to the extent required under
COPPA or other Applicable Law in connection with the collection, use and/or disclosure of
Personal Information from End Users; (b) obtaining verifiable prior parental consent as required
under COPPA or other Applicable Law in connection with the collection, use, and/or disclosure of
Personal Information obtained from End Users; (c) providing a reasonable means for parents to
review Personal Information provided by End Users to the extent required by COPPA or other
Applicable Law; and (d) establishing and maintaining reasonable procedures to protect the
confidentiality, security, and integrity of the Personal Information.

7. MHE USE OF SUBSCRIBER INFORMATION. As a service provider to Subscriber, MHE will
establish and maintain reasonable procedures in accordance with its policies and practices and
Applicable Law to protect the confidentiality, security, and integrity of Personal Information and
Subscriber Information received by MHE in connection with provision of the Solution to
Subscriber. Subscriber acknowledges and agrees that MHE has the right to use the Personal
Information and Subscriber Information collected in connection with provision of the Solution for
(a) purposes of performing its obligations under this Agreement, and (b) for research purposes in
connection with quality control and the development of revised or new products or services
("Research Purposes"), provided that such Personal Information and Subscriber Information will
be used by MHE for Research Purposes only in the aggregate and so that the privacy of the
individual's Personal Information will be maintained. MHE shall enable Subscriber to maintain
compliance with FERPA in connection with its use of the Solution.

MHE acknowledges that in the course of Subscriber's use of the Services, personally identifiable
information about students ("Sensitive Student Data") may be disclosed to MHE. MHE
acknowledges that it will be considered a "School Official" (as that term is used in Educational
Rights and Privacy Act ("FERPA"), 20 U.S.C. § 1232g and 34 CFR Part 99, and its implementing
regulations) and agrees that it will comply with the requirements in FERPA concerning the
confidentiality and release of Sensitive Student Data. Per these requirements, MHE agrees that
under applicable law, regulation and policy, officers, employees, and agents of MHE who access
Sensitive Student Data may use such data only for the purposes for which such data has been
made available to the MHE. MHE and its contractors, suppliers and licensors shall only use
Sensitive Student Data for the purpose of facilitating the performance, delivery or use of the
Services.

8. OWNERSHIP. No intellectual property rights of any kind are assigned or transferred to
Subscriber under this Agreement. Subscriber's license with respect to the Solution and any other
materials provided hereunder is only as expressly set forth in these Terms of Service. Subscriber
shall have no right to use the Solution for any purpose other than as set forth herein. Subscriber
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shall not challenge, or assist any person or entity in challenging, MHE's right, title, and interest in
the Solution.

9. RESTRICTIONS ON USE. Subscriber shall not, and shall cause its employees, officers,
directors, members, managers, partners, agents, third party service providers, or other
designated persons (its "Representatives") not to, take any of the following actions: (a) creating
or enabling the creation of derivative works, modifications, or adaptations of the Solution; (b)
decompiling, reverse engineering or disassembling the Solution, (c) distributing or disclosing the
Solution to third parties; (d) removing or modifying any proprietary marking or restrictive legends
placed on the Solution; or (e) using any robot, spider, other automatic device or program or
manual process to monitor, copy or reproduce the Solution.

10. TERM AND TERMINATION. This Agreement shall remain in full force and effect unless and until
terminated earlier as provided in these Terms of Service. In the event that Subscriber commits a
material breach of this Agreement (other than breach of its payment obligations), MHE may
terminate this Agreement on five (5) business days prior written notice to Subscriber; provided
that Subscriber fails to cure such breach within such five (5) business day period. Subscriber
may terminate this Agreement by (a) providing MHE with no less than thirty (30) days prior
written notice or (b) ceasing all access to the Solution for six (6) months or longer. No sooner
than one (1) year after Subscriber accepts these Terms of Service, MHE may terminate this
Agreement on at least sixty (60) days prior written notice.

11. EFFECT OF TERMINATION OR EXPIRATION. Subscriber's right to use the Solution shall end
immediately upon any termination or expiration of this Agreement, and Subscriber shall
immediately cease any use of the Solution upon such termination. The following provisions shall
survive any termination or expiration of this Agreement: Section 9 ("Restrictions on Use"), this
Section 11 ("Effect of Termination or Expiration"), Section 8 ("Ownership"), Section 12
("Confidentiality"), Section 13 ("Representations and Warranties; Disclaimer"), Section 15
("Indemnification") and Section 16 ("Miscellaneous").

12. CONFIDENTIALITY. The parties acknowledge and agree that, as a result of negotiating, entering
into and performing this Agreement, each party (the "Receiving Party") has and will have access
to certain confidential information ("Confidential Information") of the other party (the "Disclosing
Party"). Personal Information of End Users is considered Confidential Information of Subscriber.
At all times the Receiving Party shall: (i) use the same standard of care to protect the
Confidential Information as it uses to protect its own confidential information of a similar nature,
but not less than a commercially reasonable standard of care, (ii) not use the Disclosing Party's
Confidential Information other than as necessary to perform its obligations under this Agreement,
(iii) not disclose, distribute, or disseminate the Confidential Information to any third party (except
to Representatives, as expressly permitted below), and (iv) disclose the Disclosing Party's
Confidential Information to its Representatives on a "need to know basis;" provided that each
Representative is bound by confidentiality obligations at least as restrictive as those contained in
this Agreement.

13. REPRESENTATIONS AND WARRANTIES; DISCLAIMER. Each party represents and warrants
that this Agreement constitutes its valid and binding obligation and is enforceable against it in
accordance with its terms. MHE DOES NOT WARRANT THE COMPLETENESS, ADEQUACY,
ACCURACY, OR USEFULNESS OF THE SOLUTION ANY OTHER MATERIALS OR
SOLUTION PROVIDED HEREUNDER (COLLECTIVELY, THE "MATERIALS"). THE
MATERIALS ARE PROVIDED ON AN "AS IS" AND "AS AVAILABLE" BASIS WITH ALL
DEFECTS. MHE EXPRESSLY DISCLAIMS ALL WARRANTIES OF ANY KIND, WHETHER
EXPRESS OR IMPLIED, INCLUDING, BUT NOT LIMITED TO ANY IMPLIED WARRANTIES OF
MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE AND NON-INFRINGEMENT,
ERROR-FREE OR UNINTERRUPTED OPERATION AND ANY WARRANTIES ARISING FROM
A COURSE OF DEALING OR USAGE OF TRADE. WITHOUT LIMITING THE FOREGOING,
MHE MAKES NO WARRANTY THAT (i) THE MATERIALS WILL MEET THE REQUIREMENTS
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OF SUBSCRIBER, (ii) THE SOLUTION WILL BE UNINTERRUPTED, TIMELY, SECURE, OR
ERROR-FREE, (iii) THE RESULTS THAT MAY BE OBTAINED FROM THE USE OF THE
MATERIALS WILL BE ACCURATE OR RELIABLE, OR (iv) ANY ERRORS IN THE MATERIALS
WILL BE CORRECTED. NO ORAL OR WRITTEN INFORMATION OR COMMUNICATIONS
GIVEN BY MHE, ITS EMPLOYEES, OR AGENTS WILL INCREASE THE SCOPE OF THE
ABOVE WARRANTY OR CREATE ANY NEW OR ADDITIONAL WARRANTIES. To the extent
that MHE may not as a matter of applicable law disclaim an implied warranty, the scope and
duration of such warranty will be the minimum permitted under such law.

14. LIABILITY. IN NO EVENT SHALL EITHER PARTY BE LIABLE TO THE OTHER PARTY (OR
TO ANY OTHER PERSON CLAIMING RIGHTS DERIVED FROM SUCH PARTY'S RIGHTS)
FOR CONSEQUENTIAL, INCIDENTAL, INDIRECT, PUNITIVE OR EXEMPLARY DAMAGES OF
ANY KIND (INCLUDING WITHOUT LIMITATION LOST REVENUES OR PROFITS, LOSS OF
USE, LOSS OF COST OR OTHER SAVINGS, LOSS OF GOODWILL OR REPUTATION) OR
LOSS OF DATA WITH RESPECT TO ANY CLAIMS BASED ON CONTRACT, TORT OR
OTHERWISE (INCLUDING NEGLIGENCE AND STRICT LIABILITY) ARISING FROM OR
RELATING TO THE SOLUTION, THE MATERIALS OR OTHERWISE ARISING FROM OR
RELATING TO THESE TERMS OF USE, REGARDLESS OF WHETHER SUCH PROTECTED
ENTITY WAS ADVISED, HAD OTHER REASON TO KNOW, OR IN FACT KNEW OF THE
POSSIBILITY THEREOF. MHE'S MAXIMUM LIABILITY ARISING FROM OR RELATING TO
THE SOLUTION, THE MATERIALS OR OTHERWISE ARISING FROM OR RELATING TO THIS
AGREEMENT, REGARDLESS OF THE CAUSE OF ACTION (WHETHER IN CONTRACT,
TORT, BREACH OF WARRANTY OR OTHERWISE), WILL NOT EXCEED THE AMOUNTS
PAID BY SUBSCRIBER TO MHE HEREUNDER. To the extent the foregoing exclusion of liability
is not permitted under applicable law, the Protected Entities' liability in such case will be limited to
the greatest extent permitted by law.

15. INDEMNIFICATION. MHE shall indemnify, defend and hold harmless Subscriber from and
against any and all liabilities, claims, demands, losses, damages, costs and expenses, including
reasonable attorneys' fees, related to or arising out of any claim by a third party that the
technology platform underlying the Solution infringes or misappropriates the intellectual property
rights of such third party. Subscriber shall indemnify, defend and hold harmless MHE from and
against any and all liabilities, claims, demands, losses, damages, costs and expenses, including
reasonable attorneys' fees, related to or arising out of use of the Solution by Subscriber, except
to the extent that such claim is subject to indemnification by MHE hereunder.

16. MISCELLANEOUS. The Agreement contains the entire understanding of the parties with respect
to the subject matter hereof and supersedes all prior agreements and commitments with respect
thereto. There are no other oral or written understandings, terms or conditions with respect to the
subject matter of the Agreement, and neither party has relied upon any representation, express
or implied, not contained in the Agreement. The rights and remedies of the parties are cumulative
and not alternative. No waiver of any rights is to be charged against any party unless such waiver
is in writing signed by an authorized representative of the party so charged. Neither the failure
nor any delay by any party in exercising any right, power, or privilege under the Agreement will
operate as a waiver of such right, power, or privilege, and no single or partial exercise of any
such right, power, or privilege will preclude any other or further exercise of such right, power, or
privilege or the exercise of any other right, power, or privilege. No modification of or amendment
to the Agreement will be effective unless in writing signed by authorized representatives of both
parties. If any provision of the Agreement is held invalid or unenforceable by any court of
competent jurisdiction, the other provisions of the Agreement will remain in full force and effect,
and, if legally permitted, such offending provision will be replaced with an enforceable provision
that as nearly as possible effects the parties' intent. Subscriber may not assign or otherwise
transfer any of its rights or obligations under the Agreement without the prior written consent of
MHE, which consent MHE may grant or withhold in its sole and absolute discretion. Subject to
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the foregoing, the Agreement will be binding upon and inure to the benefit of the parties hereto
and their permitted successors and assigns. Any purported or attempted assignment or other
transfer or delegation in violation of this Section shall be null and void.
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